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The Systems Approach
The 0bama Administration essentially made it Illegal for Citizens to Audit their Elections

How do you Audit a “Black Box” System that the Government has Classified as Secret?

You Crowd Source it across the Internet to the best citizen volunteer workers you can get

Many Technical Teams must get involved, but especially the System Engineers

Black Box
Input Output

System Engineering/Analyst  Approach: So What’s in the Box?

Contrary to the Popular narrative, our Elections have received accurate Crowd-Sourced
Citizen Audits thanks to many Systems Analysts: Dr. Frank, Draza Smith, Jeff Young,
Jeff O’Donnell, Seth Keshel, Erin Clements, Dr. Daugherity, Dr. Shiva, ….

We know they’re cheating, and mostly how they’re cheating 



Thanks to Dr. Shiva, We know many of the people responsible



Eric Schmidt’s 2014 Email on How to Build the 

Election Rigging Machine*

-Lets assume a total budget of about $1.5Billion, with more than 5000 paid employees 
and million(s) of volunteers.  The entire startup ceases operation four days after 
November 8, 2016.

-The computers will be in the cloud and most likely on Amazon Web services (AWS).  
All the campaign needs are portable computers, tablets and smart phones along with 
credit card readers.

-Initial modeling will show heavy hiring in the key battleground states.

-Key is the development of a single record for a voter that aggregates all that is known 
about them. The key unit of the campaign is a "voter", and each and every record is 
viewable and updatable by volunteers in search of more accurate information.

-In the case where we can't identify the specific human, we can still have a partial 
digital voter id, for a person or "probable-person" with attributes that we can identify 
and use to target.  As they respond we can eventually match to a registered voter 
in the main file.  This digital key is eventually matched to a real person.

*WikiLeaks Podesta-emails/emailid/37262



Invalid Election Counting Curves

Invalid Election 
Counting Curves

Valid Election Counting Curves

Draza Smith’s Edison Results



Modifying Voter Roles with Phantom Voters

How Big Brother has been modulating the Voter roles in Colorado over the last 3 Elections. 
They do this to give themselves plenty of Phantom voters for their Candidate on Election 
Day. They're doing the same dance in every other State in our Union. (from Jeff Young)



Rigged Election Network Architecture 
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Scytl The Vote-rigging Company that Fixed the 2020 Election for Lord Mark Malloch-Brown
https://aim4truth.org/2020/11/30/scytl-the-vote-rigging-company-that-fixed-the-2020-election/
7:00 Georgia - A Close Look at the Data and Events of the General Election - Chapter 1, "Data Integrity Group“ 12/24/20
https://rumble.com/vc5nk7-georgia-a-close-look-at-the-data-and-events-of-the-general-election-chapter.html
Busting the Man-In-The-Middle, by STEPHEN SPOONAMORE (circa 2014) https://youtu.be/BRW3Bh8HQic?t=1501

*See Ref (10) by Garland Favorito



The Illusion of Accuracy and Access and the Real 
Purpose of Mail-In Ballots

It’s gonna take 
a long time to 

Count 

“They’ve given you a Number and they’ve taken (a)way your Name” – Johnny Rivers



Block Diagram of the Vote Rigging System



Today’s Incarnation of Eric Schmidt’s Design

-Get Out The Vote (GOTV) pre-canvasses high value regions to geolocate Phantom
Voters (e.g. Campaign Sidekick, VoteBuilder…)

-Depart. of Motor Vehicles (DMV) data is also used to generate Phantom Voters
-Electronic Information Registration Center (ERIC) generates the Phantom Voters
-Runbeck et al Print the Mail-In-Ballots for the Phantom Voters
-The USPS mails out the Phantom Ballots and likely forwards the undeliverables for
others to "process"

-The Electronic Drop Boxes are a major source for Phantom Ballot Harvesting
-UOCAVA Overseas votes are another source for major fraud (no room to explain
here)

-The DHS through their Proxy NGOs likely monitors the Election Counts via the 
E-911 services in the name of securing the Elections and likely changes the counts
so that their desired candidate(s) wins

-Ericsson enables the monitoring and count reporting by WiFi connections to the
E-Poll books which are backhauled to their radio equipment at AT&T or Verizon
Fiber Networks

-The Tabulators (Dominion, ES&S, or Hart) are at the periphery of the Centralized (at
East Greenbush, NY) steal

This is why we need to get rid of the Electronics in our Elections and go back 
to paper.



DHS Network Election Monitoring Structure
Another very important part of this is 
the Department of Homeland 
Security's (DHS) Election Night 
(/Month) Hijacking via the E-911 
Public Emergency system, which is 
largely run with Ericsson equipment. 

In 2018 the DHS Federalized the 
majority of our Municipal Elections 
via their Private Public Partner CIS. 
Their monitoring appears to be 
linked to our National Criminal 
Justice Network.

So on Election night they have a 
Centralized Network monitoring and 
likely manipulating our County vote 
tallies. They use the same regional 
structure as our FEMA services.

Location 
of CIS



CIS: Center for Internet Security, Inc.

-CIS, stands for "Center for Internet Security, Inc.". They are an NGO hired by the DHS

-It is the legal corporation that signed contracts (MOAs) with Entities like the Municipal 
Government Officials: County Judges, County Boards of Elections, or Secretaries of 
State in 2018. 

-The purpose of these contracts was to give the Elections Infrastructure Information 
Sharing and Analysis Center ("EI-ISAC"), located at 31 Tech Valley Drive, East 
Greenbush, NY, complete access to the Local County IP-Connected equipment. 

-This was of course done so that CIS could provide 24/7 "Cybersecurity Services" and 
Ransomware "protection" in the name of providing Public Safety. To be safe, these 
Entities had to disclose to CIS their entire network of IP connected equipment.

-There were other Terms in the agreement. But in summary it appears to be a legal 
boiler-plate that has given the FEDS complete control of their Municipal Elections and 
all the Local Bureaucrats contend they are much safer now because of it. 

-What CIS means by "Secure" is:  "keeping what we're really doing a secret from any 
real auditor"



The CIS is the head of the DHS Snake

Recognize Kathy Boockvar, ex-PA SoS?  
https://www.youtube.com/watch?v=6uiEv--mQd0&t=0s
CIS co-produced the “Securing Elections–Global Lessons Learned” forum with Auburn 
University’s Center for Cyber and Homeland Security and the Estonian Embassy. 
Participants included DHS Secretary Michael Chertoff, former President of Estonia 
Toomas Ilves, as well as several global elections experts from around the world, 
including CIS President & CEO John Gilligan.   
https://www.cisecurity.org/insights/white-papers/cis-2020-year-in-review



CIS (continued 1)
CIS is basically in charge of developing and maintaining non-HAVA, non-voting 

technology like voter registration databases, electronic pollbooks, or the 
websites of government election authorities. So basically nothing CIS is doing has 
to be HAVA compliant or even accredited. Yet their registration databases and 
pollbooks are used everywhere in our elections.

About CIS*
The Center for Internet Security, Inc. (CIS®) makes the connected world a safer place 
for people, businesses, and governments. We are a community-driven nonprofit, 
responsible for the CIS Controls® and CIS Benchmarks™, globally recognized best 
practices for securing IT systems and data. We lead a global community of IT 
professionals to continuously refine these standards to proactively safeguard against 
emerging threats. Our CIS Hardened Images® provide secure, on-demand, scalable 
computing environments in the cloud. CIS is home to the Multi-State Information 
Sharing and Analysis Center® (MS-ISAC®), the trusted resource for cyber threat 
prevention, protection, response, and recovery for U.S. State, Local, Tribal, and 
Territorial government entities, and the Elections Infrastructure Information Sharing and 
Analysis Center® (EI-ISAC®), which supports the cybersecurity needs of U.S. elections 
offices. To learn more, visit CISecurity.org or follow us on Twitter: @CISecurity

*(page 6 of https://www.nass.org/sites/default/files/2020-01/white-paper-cis-nass-
winter20.pdf )



CIS (continued 2)

-If you remember Representative Luna cross examined Yoel Roth, the ex-Global Head 
of Trust & Safety at Twitter, about JIRA in the Weaponization of Government hearing 
recently. 

-CIS was apparently created to address the development of "Non-Voting", non-HAVA, 
technologies that support elections such as: "Examples include voter registration 
databases, electronic pollbooks, or the websites of government election 
authorities." 

-These efforts were developed primarily under the RABET-V program of CISA. 

-CIS was also one of the organizations (NGOs) 
that communicated with the DHS through JIRA.  
JIRA allowed the Deep State to take out a Ticket 
for each Mis-Dis-Mal information event and ensure 
that the appropriate actions were completed to 
remove the "Threat".

for SoS Dashboard see also:  https://youtu.be/qf55ippzlPs?t=0

https://www.youtube.com/watch?v=JZ2fV-XnLk0



Censorship & Election Rigging Dashboard



DHS' new role: a "Domestic CIA"

Mike Benz: https://twitter.com/MikeBenzCyber/status/1606110275010166784?cxt=HHwWgICwwaOyhsosAAAA

Renée DiResta



The Ericsson Report is a must read for anyone who wants to really understand 
how our Elections have been stolen   https://plvsvltra.org/reports/ericsson/

One-World Surveillance

https://twitter.com/Vltra_MK?ref_src=twsrc%5Egoogle%7Ctwcamp%5Eserp%7Ctwgr%5Eauthor

The Role of 5-Eyes Intelligence 



Our Constitutional Authority
Article IV Relationships Between the States 
Section 4 Republican Form of Government
The United States shall guarantee to every State in this Union 
a Republican Form of Government, and shall protect each of 
them against Invasion; and on Application of the Legislature, or
of the Executive (when the Legislature cannot be convened) 
against domestic Violence.

Declaration of Independence (1776)
But when a long Train of Abuses and Usurpations, pursuing 
invariably the same Object, evinces a Design to reduce them 
under absolute Despotism, it is their Right, it is their Duty, to 
throw off such Government, and to provide new Guards for 
their future security.

Law of Large Numbers
Don't be afraid; there's more of us than them – Dan Scavino



“You Can’t Out-Harvest Hi Speed Printers”
-Jeff Young

Graph by Dr. Douglas Frank



The Solution

-Get rid of the Black Box System 
and “Vote Amish” (Dr. Frank)

"Paper Ballots.  Hand Marked.  Hand or Machine Counted at the 
Precinct.  Public can view.  Posted locally.  Confirmed at county 
level.  Ballots kept for audit and recount.   This is how all working 
democracies do it.   Anything else is hackable.  There, hackers 
are out."
- Stephen Spoonamore, October 2, 2019
https://twitter.com/Spoonamore/status/1179383023718031367?cxt=HHwWjoC37ZCngd4gAAAA

-The key is more oversight, 
not more technology.


